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Abstract

This paper proposes a transformer-based
methodology for detecting hate speech in Tamil,
developed as part of the shared task on Caste
and Migration Hate Speech Detection. Lever-
aging the multilingual BERT (mBERT) model,
we fine-tune it to classify Tamil social me-
dia content into caste/migration-related hate
speech and nonhate speech categories. Our ap-
proach achieves a macro F1-score of 0.72462
in the development dataset, demonstrating the
effectiveness of multilingual pretrained models
in low-resource language settings. The code for
this work is available on github Hate-Speech-
Deduction.

1 Introduction

Hate speech poses a threat to marginalized com-
munities, especially those affected by caste dis-
crimination and migration. In India, these sensi-
tive issues often fuel online hate, commonly ex-
pressed in regional languages like Tamil. Ad-
dressing such content is vital to fostering respect-
ful digital spaces. Automated detection of hate
speech in Tamil presents challenges due to its low-
resource nature, complex morphology, frequent
code-mixing with English, and informal writing
style. Existing tools and datasets often prioritize
high-resource languages, leaving Dravidian lan-
guages underrepresented. We propose a multilin-
gual transformer-based system to identify caste-
and migration-related hate speech in Tamil social
media. Using a curated, annotated dataset, we fine-
tune the bert-base-multilingual-cased model with
BERT tokenization, cross-entropy loss, and evalu-
ate performance via standard metrics. Predictions
on unseen test data gauge generalization ability.
This study contributes to ethical Al by addressing
identity-based harm in underrepresented languages.
By applying advanced NLP methods, we aim to
promote safer, more inclusive online platforms for
vulnerable groups.
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2 Literature Survey

Hate speech detection has emerged as a vital area
of natural language processing (NLP), focusing on
identifying abusive, derogatory, or inciting content
across multiple platforms and languages. Early
work in this field primarily employed statistical
machine learning models, such as Support Vec-
tor Machines (SVM), Naive Bayes, and Logis-
tic Regression, with hand-crafted features like n-
grams and TF-IDF vectors (Zampieri et al., 2020).
With the advent of deep learning, models such as
Convolutional Neural Networks (CNNs) and Long
Short-Term Memory networks (LSTMs) demon-
strated superior performance, especially on noisy
and informal texts common in social media (Bad-
jatiya et al., 2017). However, these models often
struggled with contextual understanding and mul-
tilingual settings. Transformer-based models like
BERT (Devlin et al., 2019) revolutionized NLP
by introducing contextualized embeddings and en-
abling transfer learning. These models improved
the performance of hate speech classification in
multiple languages. (Sutejo and Lestari, 2018)
For low-resource languages, multilingual variants
like mBERT and XLLM-RoBERTa (Conneau et al.,
2020) are particularly valuable. In the Indian con-
text, (Bhattacharya et al., 2021) studied hate speech
in Tamil and Malayalam, addressing challenges
such as code-mixing, orthographic variation, and
dialect diversity. (Patankar et al., 2022) developed
transformer-based systems for abusive comment de-
tection in Tamil, and (Roy et al., 2022) proposed a
deep ensemble framework for detecting hate in mul-
tiple Dravidian languages. A landmark overview
by (Rajiakodi et al., 2024) detailed the objectives,
dataset structure, and methodological landscape of
the LT-EDI shared task, with specific focus on caste
and migration hate speech in Tamil. Comprehen-
sive surveys, such as (Fortuna and Nunes, 2018),
have discussed key limitations in early hate speech
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research, advocating for more context-aware mod-
els. (Abro et al., 2020) emphasize the importance
of robust datasets and suggest improvements in an-
notation quality and domain adaptation. Several
recent works have emphasized ethical concerns,
bias mitigation, and fairness in hate speech clas-
sifiers (Parker and Ruths, 2023). (Jahan and Ous-
salah, 2023) highlight ethical pitfalls and recom-
mend model transparency and explainability. Mul-
timodal approaches (Gomez et al., 2019);(Wu and
Bhandary, 2020) combining text with images or
audio have shown that non-textual features such
as tone, pitch, and visual cues can enhance hate
detection. While promising, these approaches are
more resource-intensive and less feasible in text-
only shared tasks. Further, enhancements in seman-
tic understanding like sentiment integration (Zhou
et al., 2021) and contextual embeddings (Malik
et al., 2022) have contributed to improved clas-
sification accuracy. Techniques like SMOTE for
balancing class distributions (Kovics et al., 2021)
also play a critical role when dealing with imbal-
anced hate speech datasets. Taken together, these
contributions form the basis of our methodological
decisions for this shared task submission.

3 Proposed Methodology

3.1 Dataset Description

The dataset comprises Tamil-language texts col-
lected from various social media platforms, reflect-
ing real-world discourse and often containing infor-
mal, emotionally charged, or contextually nuanced
language. Each entry in the dataset is annotated
with a binary label indicating whether the content
includes hate speech directed at caste or migration
groups, or not. In total, the dataset includes 5512
training samples, 787 development samples, and
1576 test samples. These texts range from short
phrases to longer posts, with many exhibiting in-
formal spelling, colloquial expressions, and a high
frequency of code-mixing between Tamil and En-
glish. Such linguistic diversity presents both oppor-
tunities and challenges for automatic classification.
Our proposed system for caste and migration hate
speech detection in Tamil is built upon a fine-tuned
multilingual BERT (mBERT) model. We consid-
ered both mBERT and XLM-RoBERTa for this
task, as both are widely used multilingual models
that perform well on low-resource languages. How-
ever, we chose to work with mBERT because it is
lighter and faster to train, which made it a better
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fit for our available resources. mBERT has also
been shown to work well in similar tasks involving
Tamil and other Dravidian languages. While XLM-
RoBERTa might offer slightly better results in some
cases, our initial experiments showed that mBERT
still gave strong performance and was more effi-
cient overall. Given these factors, we felt mBERT
was the more practical choice for this study. The
architecture includes multiple stages, starting from
data preprocessing to model inference. This section
elaborates on the overall workflow, including pre-
processing, tokenization, model architecture, train-
ing, and evaluation.

3.2 Text Preprocessing

The first stage involves preprocessing the raw Tamil
text from the dataset to standardize and clean the in-
put. Since Tamil is a case-insensitive script, we did
not apply any lowercasing, as it does not affect the
language and may discard meaningful formatting in
code-mixed text. Instead, we focused on removing
URLs, mentions, hashtags, special characters, and
redundant white spaces using regular expressions
to clean the input without distorting its structure.
However, we retained casing for English words
in code-mixed content, as it may carry emphasis
or mark named entities, which could be useful for
classification. One of the key challenges in this task
is the presence of code-mixed content, where users
often switch between Tamil and English within
a single sentence. In many cases, Tamil words
are also transliterated using Roman script, making
them harder to detect using standard tokenizers. In
our current approach, we did not apply any special
preprocessing for code-mixing or transliteration.
Instead, we relied on the multilingual capabilities
of mBERT, which is pretrained on multiple scripts
and languages, including English and Tamil. While
this provides some level of generalization, we ac-
knowledge that the model may not fully capture the
nuances of code-switched text or romanized Tamil.
Additionally, redundant white spaces are stripped
to produce cleaner and more consistent input for
tokenization.

3.3 Tokenization

Once preprocessed, each text instance is tokenized
using the bert-base-multilingual-cased tokenizer
from the HuggingFace Transformers library. The
tokenizer breaks the text into sub-word units, adds
special tokens like [CLS] and [SEP], and generates
input IDs, attention masks, and token type IDs. All



sequences are padded or truncated to a fixed max-
imum length of 256 tokens to ensure uniformity
during batch processing.

3.4 Model Architecture
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Figure 1: Workflow Diagram for Tamil Hate Speech
Detection using mBERT

Figure 1 shows the proposed workflow of the
model. We utilize the Bert for Sequence Classi-
fication model, which adds a classification head
on top of the BERT encoder. The base model,
bert-base-multilingual-cased, has 12 transformer
layers and supports over 100 languages, including
Tamil. The classification head is a fully connected
layer that outputs two logits corresponding to the
binary labels: caste/migration-related hate speech
and nonhate speech.

3.5 Training Configuration

The model is fine-tuned in the labeled training set
using a batch size of 32 and for 3 epochs. The
optimizer used is Adam W with a learning rate of
2e-5 and weight decay to prevent overfitting.A lin-
ear learning rate scheduler was used to gradually
reduce the learning rate during training. Although
this scheduler supports warm-up, we did not ap-
ply it, as the number of warm-up steps was set to
zero. The loss function used is CrossEntropyLoss,
suitable for binary classification tasks. To facili-
tate efficient training and evaluation, the dataset is
loaded using a custom PyTorch Dataset class and
a Data-loader with shuffling enabled for the train-
ing set. Each batch is transferred to the GPU if
available, ensuring accelerated computation.

3.6 Evaluation Strategy

After each epoch, the model is evaluated on the
development set using a forward pass and argmax
over output logits to generate predicted labels. Ac-
curacy, precision, recall, and F1-score are calcu-
lated via the sklearn library to measure perfor-
mance. In the final phase, the trained model pre-
dicts labels for the unseen test set, and results are
saved in CSV format per the shared task protocol.

86

This approach helps the model learn linguistic pat-
terns and remain robust to the informal, noisy, and
context-rich nature of Tamil social media. Lever-
aging mBERT’s multilingual capabilities and fine-
tuning on annotated domain-specific data, our sys-
tem offers a practical solution for detecting hate
speech in under-resourced languages. We evaluated
model performance through experiments on the LT-
EDI 2025 dataset, targeting hate speech against
caste and migrant communities.

4 Experiment and Results

All experiments were carried out using PyTorch
and Hugging Face Transformers on an NVIDIA
Tesla V100 GPU, following the fine-tuning phase.

4.1 Evaluation Metrics

We used accuracy, precision, recall, and macro
F1-score as our evaluation metrics. Among these,
macro Fl-score was prioritized due to the class
imbalance and ethical weight of the task.

4.2 Development Set Results

Our best-performing model achieved a macro F1-
score of 0.7246 on the development set. This indi-
cated strong performance across both classes hate
and non-hate speech despite the informal and code-
mixed nature of the data.

4.3 Confusion Matrix
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Figure 2: Confusion Matrix: Tamil Hate Speech detec-
tion against Caste / Migrated people

Figure 2 shows the model made balanced predic-
tions across both classes. It successfully identified
most hate speech posts while keeping false posi-
tives relatively low. The matrix also reveals some



instances where non-hate speech was incorrectly
classified as hate, likely due to emotionally charged
but non-derogatory language.

4.4 Class-wise Performance

In evaluating different machine learning ap-
proaches (refer to Table 1 and Table 2) for the
detection of Tamil hate speech, both the Logistic
Regression and Multinomial Naive Bayes models
demonstrated moderate performance, with overall
F1-scores of 0.66 and 0.64, respectively.

Class Precision Recall F1-Score
Non-Hate (0) 0.68 0.70 0.69
Hate (1) 0.63 0.61 0.62
Accuracy 0.66
Macro Avg 0.66 0.65 0.65
Weighted Avg 0.66 0.66 0.66

Table 1: Logistic Regression Classification Report.

Class Precision Recall F1-Score
Non-Hate (0) 0.71 0.67 0.69
Hate (1) 0.58 0.63 0.60
Accuracy 0.65
Macro Avg 0.65 0.65 0.64
Weighted Avg 0.66 0.65 0.65

Table 2: Multinomial Naive Bayes Classification
Report.

Class Precision Recall F1-Score
Non-Hate (0) 0.73 0.73 0.73
Hate (1) 0.72 0.72 0.72
Accuracy 0.73
Macro Avg 0.725 0.725 0.725
Weighted Avg 0.725 0.725 0.724

Table 3: BERT Model Classification Report.

The Logistic Regression model achieved slightly
better balance between precision and recall across
both classes, with a macro average F1-score of
0.65, while Multinomial Naive Bayes trailed close
behind. These traditional models showed a ten-
dency to perform better on the Non-Hate class,
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while struggling slightly with correctly identifying
hate speech, as reflected in the lower F1-scores for
class 1. In contrast, the transformer-based model
(refer Table 3) significantly outperformed these
baselines and achieved an F1-score of 0.7246. This
improvement highlights the strength of deep learn-
ing architectures, especially in capturing complex
linguistic patterns and contextual relationships that
are common in nuanced languages like Tamil. The
transformer model maintained balanced precision
and recall across both classes, which contributed
to its stronger overall performance compared to
the other model. Based on this observation we can
conclude that while traditional classifiers can serve
as useful baselines, transformer-based models are
far more effective for tasks requiring deeper seman-
tic understanding, such as hate speech detection in
low-resource languages.

Evaluation Metrics
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Figure 3: Evaluation Metrics using different methodolo-
gies

Figure 3 shows that among the models, BERT
outperforms the others, achieving the highest val-
ues across all three metrics, with a consistent score
of 0.725 for precision, recall and F1-score. Lo-
gistic regression follows, showing slightly lower
but balanced scores: 0.657 for precision, 0.655 for
recall, and 0.656 for F1-score. Naive Bayes, while
close to Logistic Regression, performs slightly less
effectively, particularly in F1-score, which stands
at 0.646, compared to 0.65 for both precision and
recall. This comparison highlights BERT as the
most effective model in terms of classification per-
formance for the given dataset.While the BERT-
based model outperformed traditional classifiers
with a macro F1-score of 0.7246, it’s important to
interpret these results in context. Detecting hate
speech especially in low-resource, code-mixed lan-
guages like Tamil is inherently challenging due to
informal language, slang, and subtle expressions of



bias. The score reflects moderate success, indicat-
ing that the model captures many hateful patterns
but still struggles with nuanced or indirect speech.
Therefore, this result should be viewed as a strong
baseline rather than a final solution. Future work
can build on this by incorporating linguistic con-
text, domain-specific pretraining, or more advanced
multilingual models.

4.5 Error Analysis

To get a better understanding of where the model
struggles, we looked closely at some of the ex-
amples it got wrong in the development set. One
of the most common issues was with posts that
used sarcasm or indirect language to express hate.
These types of messages didn’t contain obvious
offensive words, so the model often misclassified
them as non-hate. Another challenge came from
code-mixed posts especially those that switched
between Tamil and English. In many cases, the
hateful meaning was embedded in the Tamil part,
but the English portion made the message sound
neutral. This seemed to confuse the model. We also
noticed that slang, spelling variations, and infor-
mal language, which are common on social media,
made it harder for the model to correctly identify
hate speech.In some cases, the model predicted
hate where there was none. These false positives
often included posts with strong emotions or criti-
cism, but not targeted hate. The model likely relied
on certain keywords or tone, misinterpreting emo-
tional expression as harmful content.Overall, these
errors show that while the model performs well
on average, it still has trouble with nuance, sub-
tlety, and cultural context especially in a language
like Tamil. Understanding these mistakes not only
helps explain the results but also points to areas we
could improve in the future, like handling sarcasm,
improving code-mixed understanding, or training
with more context rich data.

5 Limitations

While our model performs well, it has notable limi-
tations. Tamil social media posts often blend lan-
guages and include slang or informal expressions,
which can confuse the model, especially when hate
is subtly or sarcastically conveyed. The dataset
used is small and only labels posts as hate or non-
hate, overlooking the nuances in harmful expres-
sion. Since the model relies on mBERT, it struggles
with cultural context and its predictions can be diffi-
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cult to interpret. This raises concerns about fairness
and bias, particularly if it learns problematic pat-
terns from the training data. Social media often
mirrors societal biases, which the model may unin-
tentionally reinforce. Though we didn’t perform an
in-depth bias or fairness analysis in this study, ex-
ploring variations across caste, gender, or identity
groups is a vital direction for future work. A deeper
investigation into dataset and model biases could
support fairer and more responsible deployment.

6 Conclusion

Our work shows that a multilingual model like
mBERT can be fine-tuned to effectively detect caste
and migration-related hate speech in Tamil social
media posts. Even with limited data and the chal-
lenges of informal, mixed-language text, the model
achieved good performance. This approach high-
lights the potential of using existing language mod-
els to support low-resource languages and address
real social issues. We hope our method encourages
more research in this area and helps make online
spaces safer and more inclusive for everyone.

6.1 Future Work

In the future, we plan to explore multimodal ap-
proaches that combine text with audio or visual
cues, as these could help capture more subtle or sar-
castic forms of hate speech. We’re also looking to
expand our dataset and include more specific labels
such as distinguishing between caste-based and
migration-related content to enhance the model’s
accuracy. Additionally, we aim to incorporate cul-
tural context, improve the explainability of model
decisions, and address potential biases. These steps
are crucial for building systems that are not only
more accurate but also more trustworthy and prac-
tical for real world use.
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